
Restorepoint provides automation and configuration management for your 
network across hundreds of network, security, and storage vendors.

Your teams benefit from a reduction in manual undifferentiated tasks,  
reduced risk of manual errors impacting security and availability, and a range 
of compliance focused auditing and reporting features.

Multi-Vendor Network 
Configuration and  
Compliance Management

O V E R V I E W

Automated Configuration Management 
Hassle free multi-vendor network automation for device configuration  
changes, scheduled configuration backup, storage, analysis, and verification  
for network devices.

Perform changes at scale — in seconds — with the knowledge that you can  
quickly roll-back to any previous configuration if required.

Configuration Monitoring 
Automated assessment of configurations against policies, standardized 
templates and known good baselines with alerting and automated remediation.

Create policies and apply them across your estate, while verifying  
configurations each time a network device is backed-up.

Compliance Auditing & Reporting 
Simple and extendable compliance policy management and auditing for 
continuous and point in time compliance status validation.

View and compare any previous configuration changes based on your  
retention requirements.

Deployment 
Restorepoint is 
available as a self-
contained appliance 
on VMware, Microsoft 
Hyper-V and Amazon 
AWS EC2.

Availability 
Deploy Restorepoint 
with the high-
availability license for 
automated recovery 
from failure of the 
primary appliance.

Multi-Tenancy 
Role-based access 
control and group 
management allows 
enterprises and service 
providers to delegate 
administration.

Multiple Deployment Options
Choose your preferred deployment model with SaaS, physical appliances for 
your datacenter, virtual devices, and in the cloud.

B E N E F I T S

Automate device management and 
configuration standardization at scale.

Increase security and protect  
your organization from costly 
network outages. 

Recover from network device failure 
or configuration errors in seconds.

Secure your configuration  
backups and protect sensitive 
configuration data.

Regularly analyze configurations  
for compliance failures.

Detect configuration changes and 
baseline violations.



About ScienceLogic

ScienceLogic empowers IT operations, 
freeing up IT talent, accelerating 
innovation and transformation, and 
driving business outcomes.

ScienceLogic’s AIOps and 
Observability solutions monitor 
customer’s digital footprint wherever 
it resides, enabling visibility and 
improving availability of business 
services across the organization. 

The ScienceLogic platform is able 
to process trillions of datapoints by 
building and investing in innovative 
technologies, transforming data into 
actionable insights for teams.

Trusted by thousands of organizations 
across the globe, ScienceLogic’s 
solutions meet the rigorous security 
requirements of the U.S. Department 
of Defense (DoD) and has been 
proven for scale by the world’s largest 
service providers.

To find out more about Restorepoint 
or the other ScienceLogic solutions 
which can benefit your IT teams, 
contact us to arrange a session with 
one of our experts.

Request a Demo

Device Automation Automate and manually control devices, push  
changes to devices and device groups and run  
custom commands.

Configuration 
Backup & Restore

Backup configurations automatically, on a schedule  
and on-demand.

Certified Backups Backups are secured using AES encryption and  
integrity verified.

Customizable Asset 
Inventory

Schedule maintenance and track information with  
custom asset database.

1-Click Restore Restore configurations at any time across your  
estate with 1 click.

Click-to-Terminal Quickly open a terminal session, record, playback  
and search administrator activity.

Off-site Backup Transfer backups securely using SFTP, CIFS or  
direct to Amazon S3.

Compliance Policy 
Management

Get continuous visibility of your networks compliance status 
- Quickly build network configuration compliance policies 
with free text, regular expressions or LUA scripts to evaluate 
multiple conditions programmatically.

Compliance  
Policy Automation

Test device configurations and automatically remediate 
compliance violations.

Compliance 
Reporting

Status dashboard with flexible reporting options. 

Compliance  
Alerting

Detect policy violations faster on the device directly and 
generate compliance alerts for your wider team. Integrate with 
ScienceLogic SL1 for extended business services use cases.

Device Baselining Manage known-good configurations against organizational 
or regulatory baselines with mirrored or manually configured 
templates.

Change Alerting Automatically detect changes in network configurations and 
generate alerts through Email, SNMP and Syslog. Integrate 
with ScienceLogic SL1 for extended use cases.

Change Tracking View the complete change history for any device and compare 
changes across your environment.

Configuration Management

Compliance Auditing & Reporting

Configuration Monitoring
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